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1. Scope

This Privacy Notice explains how VigiComply Screening processes personal data in
accordance with the GDPR. The application is designed following the principles of data
protection by design and by default.

2. Data Processed
Only user account and access data are processed (user identifier, professional email,

encrypted credentials, access logs and IP address). No third-party personal data entered for
screening purposes is stored or retained.

3. Purpose & Legal Basis

Processing is limited to user authentication, access control and security, based on Article
6(1)(b) GDPR (contract performance) and Article 6(1)(f) GDPR (legitimate interest).

4. Retention

User account data is retained for the duration of the contractual relationship. Technical logs

are retained for a limited and proportionate period.

5. Data Subject Rights

Users may exercise their GDPR rights (access, rectification, erasure, restriction and
objection) by contacting the designated privacy contact.

6. Roles & Responsibilities

Customers remain sole Data Controllers for screened data. VigiComply Screening acts solely
as a technical tool and does not retain screening data.
7. Security

Appropriate technical and organisational measures are implemented in accordance with
Article 32 GDPR to ensure confidentiality, integrity and availability.



